Shifting to a NEW server CHECKLIST (Windows 2008)
- WITH REMOTE SUPPORT CONFIGURATION –
	(
	New server preparation:
( Download the NEW INSTALLATION CHECKLIST (Windows 2008) - WITH REMOTE SUPPORT CONFIGURATION. You have to fill both the NEW INSTALLATION CHECKLIST and Shifting to a NEW server CHECKLIST for moving. Any step in this checklist replaces the instructions in the STANDARD NEW INSTALLATION CHECKLIST

	(
	Server Inspection as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Prepare new server for installation as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Setup Windows Update as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Do preliminary setups as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Configure the Network Connection  as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Configure Windows Firewall as per STANDARD NEW INSTALLATION CHECKLIST

	DO NOT PROCEED UNLESS THE ABOVE ARE CONFIRMED TO HAVE BEEN COMPLETED

	(
	Create a folder NEOSYS and following steps as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Set server time as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Install CYGWIN etc. As per STANDARD NEW INSTALLATION CHECKLIST

	(
	Replace port forwarding step in STANDARD INSTALLATION CHECKLIST with the step below

(1) Re-configure router/firewall for port forwarding from router to the new NEOSYS server with temporary port i.e. 19581 > 19581 (SSH)                 

(2) ( 4430 > 4430 (HTTPS – if external access via https might ever be needed)

	(
	If moving to client-hosted server:

Ignore step of installing Dynamic DNS Update client or Static IP on NEOSYS DNS as per STANDARD NEW INSTALLATION CHECKLIST.
If moving to NEOSYS hosted server:
DO the step of installing Dynamic DNS Update client or Static IP on NEOSYS DNS as per STANDARD NEW INSTALLATION CHECKLIST.

	(
	Test SSH connectivity as per STANDARD NEW INSTALLATION CHECKLIST

	DO NOT PROCEED UNLESS THE ABOVE ARE CONFIRMED TO HAVE BEEN COMPLETED

	(
	Install Windows features as per STANDARD NEW INSTALLATION CHECKLIST

	(
	If moving to client-hosted server:

Replace Certificate creation step in STANDARD INSTALLATION CHECKLIST with the step below

(1)( Export certificate from old server using wizard and copy it to the new server. 

(2)( Import the certificate on the new server

(Check techwiki on how to import/export certificates. Failure to do this will mean certificates need to be regenerated and all users will have to re-import the new certificate)

(3)( In IIS, Default Web Site – click on Bindings in the right pane, click on add – select https, port 4430 and add the certificate from the drop down. (1)
If moving to NEOSYS hosted server:
( DO the Certificate Creation step as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Disable autorun as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Enable Audit Privilege Use  as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Download and Install neosys.exe  as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Create shortcuts and rename D drive as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Create Maintenance shortcut as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Start Maintenance mode and authorise as per STANDARD NEW INSTALLATION CHECKLIST

	DO NOT PROCEED UNLESS THE ABOVE ARE CONFIRMED TO HAVE BEEN COMPLETED

	(
	Replace restoring of initial database step in STANDARD INSTALLATION CHECKLIST with the step below

COPY from OLD SERVER to NEW SERVER 

Chose a time to downtime users, preferably early in the morning since users will not have made any changes since backup last night. 

( Close all processes using global.end; All NEOSYS processes must be shut down during copy

( Restore the latest backup to the new installation
( Create TEST dataset  
( Instruct client IT to unplug the USB in the old server and connect it to the new server

	(
	Replace setup of database codes step in STANDARD INSTALLATION CHECKLIST with the step below

DISABLE OLD SYSTEM. IT IS HIGHLY CRITICAL THAT OLD SYSTEMS ARE DISABLED BEFORE USERS ARE GIVEN ACCESS TO NEW SYSTEMS

( Change global.end.temp to global .end

( Stop website on IIS

( Disable scheduled task to start up processes



	DO NOT PROCEED UNLESS THE ABOVE ARE CONFIRMED TO HAVE BEEN COMPLETED

	(
	Configure any Anti-Virus  as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Do Benchmark Test as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Check EMS Memory Configuration  as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Create the .cmd files as per  STANDARD NEW INSTALLATION CHECKLIST

	(
	Create desktop shortcut icons  as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Setup Scheduled Tasks as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Create virtual directory neosys as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Create virtual directory data as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Create virtual directory neosys.w3c as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Check access from server and user workstation as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Setup File upload as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Run System test for Web server loopback as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Run System test for Web server loopback as per STANDARD NEW INSTALLATION CHECKLIST

	(
	Set up the System Configuration File as per the STANDARD NEW INSTALLATION CHECKLIST

	(
	Re-configure SSH 

(On NEW SERVER - Change temporary SSH port number 19581 to 19580 

(On OLD SERVER – Change SSH port number from 19580 to 19581

	(
	Replace configuring backup email and USB step in STANDARD INSTALLATION CHECKLIST with the step below

( Instruct Client IT to switch server LAN IP nos and ensure port forwarding is accurate. You should have remote access to new server on 19580 and old server on temporary port 19581

( Test remote login using URL and port 4430 if access from outside the office is required

	(
	Setup Nagios as per STANDARD NEW INSTALLATION CHECKLIST

	(
	If moving to NEOSYS-hosted server, add client to the support homepage


